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Introduction to the School Security Policy and The Public Safety Office
FREEZBERLAHREDAENR

The Security Policy ("Policy") of Tianjin Juilliard School ("School") sets forth the
security requirements at School. In addition to specifying the security measures and
their rationale, the Policy sets forth the School’s expectations regarding individual
behavior pursuant to maintaining a secure and safe environment.

RFBEFAMLZEPE (ATHRER ) ZE2BR (UTHEE" ) EAZRZEER, KA
BREERREKEUN  AERREGESFREF R RRAMBEN M AT HEL,

The Policy reflects School’s culture, and is therefore intended to help manage security
risk while preserving its welcoming and inclusive environment. To that end, security
threats and associated risks must be weighed against the inconvenience and/or
disruption caused by security measures. Striking a balance between competing
requirements is often required.

ARE/EEREXE , IEXALZAREENENT , ANXAKXFNITETHRE
B, Rt , BIE I H R & £ B A A8 5 XU B P SR BUHE e K (R )bt g RO N /20 T
R EMENRE. BEEEEEMEARNZIHERZBEIG T4,

Security and safety at School is a collective responsibility that is shared by all
members of the School community since a single individual’s behavior can affect
everyone’s well-being.

AT MNATHAREZBAEANRENRS , FRZLEFREE—URALEREHN
S431E,

Therefore, each member of the School community has both an obligation and a
responsibility to adhere to the security requirements articulated in the Policy.

Rt , ZEEZERARBLSEEREETFEREAERZEER,

Public Safety Office is the entity responsible for managing security at School, which
includes implementing and maintaining all security controls (see Section 0 below).
Questions or concerns regarding the Policy may be directed to the Director of Public
Safety Office and/or by speaking to any Department representative.

NHAZEDRENREEZR RS , SRXBRNLESMAELTSEHERE (LT XEMER
7)o BREZBRABRREETEIRRLNAZENLNTEER/FHERZEHI ME—RERAE
=R,

Public Safety Office Operational Principles

NHBZL D RNEEZE RN

Security efforts at School are based on three fundamental principles, and are the
motivation for all security measures implemented at the School:



FREETHEET=AEMFEMNRT , ZREEFEHRLHEHZTME LB

=

Maintain a secure environment for all students, faculty, staff, visitors/guests,
and performance attendees at all times;
EEMAR , ReEZEE, BT, THRAR, HERAEBEEHURREZEWIRER
2. Manage security threats in proportion to their assessed risk to School’s people
and assets;
I ATREIE B F B A R A E R W =R K RY KBS, SRENAE N He X Hgt T2
3. Facilitate academic and performance-related programs while minimizing any
disruptions to those programs to the extent possible.

B A RN R R AR SCE 3 B SRR B4 DR B HIR R 4T o

Compliance with The Policy
BREF

Each member of the School community plays a role in maintaining security at the
School. Therefore, all students, faculty, staff, contractors and visitors/guests must
comply with the Policy at all times. To that end, School community members should
familiarize themselves with the contents of this document.

FHREBVRABERELEF FREE, Hit , MEZFE, A, THRAR, REBEX
BELAEEAMRETFEEHR, Nt , FHRAAMBEE MRS XHERAR

The Policy governs the requirements for physical access to School and certain spaces
within School that have further restrictions. Such access is a privilege, and is limited
to individuals with a legitimate requirement to be in that space as determined by the
owner or controller of that space. An individual must only attempt to access space
for which he or she has been granted access privileges.

ABERETHAZRAAFBHNRMAAZERNT S BEXFNR -PER, MAZK
HMHAZRNEEZNREFZSIARX AT AN AE, PARAHRARLEER TR
R BRAY X 8.

Finally, willful disregard of the Policy and/or intentionally subverting any security
measure implemented at School is subject to disciplinary action up to and including
permanent dismissal from the School.

KRG , BRELTAXABRN/IRESRZEXEHNEFNLZLER , FXIENNLSEZL D
EERF AKX BRENTTERAIAL D -



Security Controls
Z2ME

Security procedures, methods and technologies are collectively referred to as
"security controls". Security controls are required to effectively manage the risk
associated with security threats. Security controls at School are implemented a) in
proportion to the assessed risk to its people and assets, b) in keeping with the
School’s culture of respect for individuals and their privacy, and c) in compliance with
applicable laws and regulations.

ZERE., FERBERGEMNZEHE, Z2BHEFERRHEESRIRE R EMAX
R, FERAMXEREERa) EAMIRNARME=RRALTE , b ) FEFREENTA
REBIBIAL , UK c ) BFERAEREMR,

At a high level, the purpose of security controls is as follows:

MNESEXRE , RELZELHEENNT :

1. Limit and monitor physical access to restricted areas
B EEZRXIEA R

2. Deter criminal activity
Hl L IR SRR S

3. Assist in investigating security incidents
WA ELRLEH

4, Facilitate a timely response to emergencies and security threats
N ESBUREMD RS E 41T R IE A

5. Protect physical and information assets
A SIS

6. Maintain a consistent if not always identical, risk-based approach to physical
security

SPHAETRTEME , HIFRFERN. ETRRHOASGZLFRF B,

To that end, security controls at School perform the following functions:

A, EEHRREHRLEEBU TR !

1. Validate physical access privileges (ensuring individuals have approval to enter
specific areas in the School buildings)
Wur Xt AR (RUENS ARER A Z B KRS E X5 )

2. Authenticate personal identity (determining if the individual who is requesting
access to a restricted space is the person with access privileges)
BENAFH (BEBREARNFRZRAELEEZF/HA )

3. Confirm School affiliation (proving an individual is a current member of the
School community in good standing)



WAHSEZERREXR (EAMNABINZENANEESERA )
4, Monitor areas in and around the School buildings (capturing images of specific
scenes to deter crime and facilitate forensic analyses)

BEFRAZENBERELXGHERL (HREEZSBEVEHFHLETAHNTE
LERMMKE )

5. Restrict physical access (denying entry to individuals who are not authorized
to enter the buildings and/or specific areas in the buildings)
PRERS] (B8 RIBAUHE AN F B AR/ H A4S E XM ABA )

6. Educate students, faculty and staff on security threats, security controls and

other risk-relevant issues (increasing the security awareness of the School
community to enhance preparedness and to avoid high-risk scenarios).

Bk, BRRARARRZLSEYD. T2BRHREBRRAXAMEREE (2
BYRRRA RS SRS EEREABRRT S )

There are two principal security controls used at School: security officers and security
technologies. Each of these controls is a critical component of the School’s security
strategy.

FHRMXMEZLBEBEERRT  ZRAABEREARRE. AHERENZREZE
REEBAMI D -

Security officers leverage their experience and training to maintain a secure and
welcoming environment. They also respond to security incidents.

ZRARFALZBRFESNEIAREPRENKFHRE | AR tRE S48
AL,

Security technologies complement the efforts of Security officers and enable the
implementation of security controls 24 x 7 x 365. Details regarding these controls are
specified immediately below:

ZERREARZRARTHEES , RUIESKIRKBELZLEH, BXREFATOT :

1. Security Officer

ZRAR

School employs a team of professional security officers to assist in managing
security risk at the School who is report to School Public Safety Office. These
individuals are trained to observe the environment, operate technical security
controls, respond to security incidents, implement security procedures
including processing visitors/guests, report security issues, and enforce the
Policy. School Public Safety officers also answer questions regarding security-
related issues and will provide guidance during security incidents.

FHEBEFRZERARRZENLNEASHTLRLZARDBEERL LSRR, ZRA
REZTURRE, XEHFARLZEH, MEREEH4, HITRL2RE (SBLE



BE. REZERBEBNRTEEK ) #Hil, kA RRARERBAXRERABERITE
g AERE2BHRERREHRIES,

School security officers are the School’s front-line security presence, and they
have significant responsibilities in managing a complex security environment.
Members of the School community and their visitors/guests must comply with
instructions from security officers at all times.

FHRERARNER —LKZEAR M EEEERLZEHRETEARABTEERE.
FHRARREBELNBLETREARANIETR.

Security in School is managed by Public Safety Office. Members of the School
community and visitors/guests must always comply with instructions from
Binhai New Area Central Business District (CBD) Police Station when

outside the School buildings.
FREZETEHARZEDNEHTEE, EREUI , FHREEMHELMRLE
ERBHEXPRESX (CBD ) kHATRIIE R

2. Security Technologies

ZEENR:

Security technologies are deployed in and around the School buildings to assist
School security officers in managing security risk. Security technology exists to
protect people and assets and therefore should never be intentionally
subverted or interfered with in any way.

FHREAZANBERAZEEARRSTE , AHBRRAREEREZE2XK, Z2EAR
NEERN TR ANAS | BEERFNMEFFXEZRARI T H.

Technologies at School include the following devices:
FHREZLBEARBEBEEUATRE

a. Closed circuit television cameras (CCTV) are used to monitor the inside
ofthe School buildings and the external perimeter 24 x 7 x 365.
AR BUEEL (CCTV ) HAT2XRREMFR LA R AL XFHER.

b. ID card readers linked to magnetic door locks, electric strikes and

turnstiles, which restrict access to authorized ! and appropriately
authenticated individuals?.

1 Authorized individuals include current students, faculty members, staff member or contractor that have been

granted access privileges to enter a specific room, area or location within the School buildings by the appropriate faculty
member or staff.

BWEENASEERFE, BN, TRAARAEHE , AMNEREXBRA THERAZREARABEREE, XEx
fE,

Authenticated individuals are those who have confirmed their identity via a photo ID or another
trusted form of identification.
BERIUEMNNEBELITRA FHUEREMAFRAIFENIESS BN A



S8, BFNRJEENTRERRSEATHRENR | MERUER D A
A2

C. Personal Identification Number (PIN) readers provide multifactor
authentication in higher-risk locations.
MABMIRBIE (PIN ) RFBEREXE M QUIRME S BRI,

d. Alarms signal an alert in response are activated in emergencies.

RHBEESHERXERSBRTHED,

Security of Physical and Information Assets
XY REEBRTLEE

Personally-owned valuables such as cash, credit cards, jewellery, and electronic
devices require specific security controls due to their portability and inherent value.
Individuals should take extra precautions in securing such items to include locking
them when these are unattended, ensuring mobile devices are password protected,
documenting credit card numbers for future reference, and establishing an inventory
of devices and recording their serial numbers in a secure location.

MAHENREY R , 3lE, FAF. REREFRESE , RAEEMNEENESE
BREEBE. MAERP LRV EENRIFNTLER SR ELEATENREY @
L8, BRBHRFZINEBRY , EREAFSUER , BEURFFEAELZLMNELL
FHFHESF,

School-owned assets should be similarly protected. If large amounts of cash or
particularly valuable items are to be transported outside the buildings, a professional
security service should be engaged for this purpose. Contact the Public Safety Office
if there are questions about contracting with such services.

FHRAENEFEUNBIRENRY . IRFENAENEIRINENENYRIZE
KEN , M ALEEFETLNEZSYMREMEES. BXRLEERRFSEE , FRALHE
éw‘ﬂﬁo

Specific offices and technology rooms containing information assets or any location
requiring access restrictions should be secured using card readers and magnetic
locking mechanisms that are linked to the School access control system. Card readers
provide an access history and facilitate stricter access control thereby limiting access
to authorized individuals. For access to particularly sensitive areas, enhanced
authentication in the form of multiple unique identifiers (i.e., dual factor
authentication) should be considered based on the assessed risk.
FREERAFNRBEDPLAENFERAFECMAEEHXANREEZN B INERAEZER
MERGHENNNEF R FHENBEMEEARLEZXENEZS, BRFRH[FAUNEHX
HiFRAEIEFUARRBHRESEROXEEAER , NTHEHAEBRIHEANAZNITA,
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N TR BRXEN R, MREITEXRERBEY S —FRIRAF ( BVNERIAE )
FHBINENEXENRAZXEHEE,

The School Information Security and Governance Policy is posted on My Hub, and
provides more detailed requirements regarding the security of information assets at
the School.

FRELRZEMEERRTERMNPL (My Hub ) BE , ZEEREHTXTZRESER
FRENENFHNER,

Access to and Within the School Buildings for Individuals with a School ID
FE R 175 (R A el % 5 e A

Access to and within the School buildings is a privilege. Ongoing and unescorted access
privileges are contingent upon continued responsible behavior and compliance with
School policies and procedures.

HAFERABRERENDBRE—MNR, ERFERIEIATETIHETERBERERENRET
FEEFEEL ARRNIBRRE.

The principal criteria for determining the type of access privileges granted to an individual
is their relationship to the School, the assets contained within the space to which he or
she will have access, and the duration of access required. Access to and within the School

buildings is restricted to :
BWEMNAGRNREENEERAENTNESERNXRR, R B A Z2 B KR ™= L
RPArEG R A, #HAZRRAENARNERET :

1. currentstudents, faculty, staff, school board members/supervisor and foundation

board members/supervisor;

ERZFE, BN, THRAR, BEE2NMEES2RA

2. parents of pre-college students;

R R ;

3. approved contractors, who have a legitimate, business-related reason to be inside

the buildings;
BESUWSHXEREAXRENZATERNEIS ;

4. teaching, performance and recital activities attendees who require time-limited

access to specific venues within the School buildings.

FERNHFAZREARANBEZ N, BHNEENSEE,

Currently enrolled students and current faculty and staff enjoy ongoing and
unescorted access privileges within the buildings, but not necessarily to all areas
within the buildings. Granting access to specific areas with access restrictions will



depend on an individual’s role at the School, and is exclusively determined by the
relevant School department.

ERZENFNATEERYAZTHEREN ., TABBNBRNR , BER—EREHEA
BRYAMBEXE., RERATEATHARFNBEXSFERT N>AEZENA
&, FHFRAXRIIEBORE,

Physical access to and within the School buildings is centrally managed using ID card
readers/magnetic locks and turnstiles. There are two types of IDs issued by School:
School IDs and Temporary IDs. School IDs facilitate unescorted access to and within
the School buildings. As the name implies, Temporary IDs are temporary and are only
valid on the day they are issued.

FhRBEREFREF R/ BEMNETNNRE FHPENRETETEER, 2RA
BHBERFAFAERM  REFHNIEN <. REFAELTABRHREAZRAE, BE2
X, EE R RIEERY , RERBRIRBK.

The following are the requirements regarding access to and within the School
buildings for students, faculty and staff and others who have been issued a School ID:
UTHEZEREFRFE. #HIT., THRARRHEMARFRAER KERNIPE XENEE
BEKR :

1. Individuals inside the School buildings must present and/or display their School ID
when requested to do so by a School security officer, a Public Safety Office
representative or another School authority.

HEREZRAR, AHZEDRNBEAATHEMZFRERARERN , ZFRAER
REFHFFAZHRIREF,

2. Unescorted access within the School buildings requires a School ID.
T AR AR ZERAEFERE .

3. Individuals should swipe their School ID at a card reader each time they enter and
exit the School buildings. This procedure represents both a security and a safety
‘measure since it can be important to know who and how many people remain

inside the buildings. Note that Stickers are not yet encoded to enable swiping in
and out.

BFRFABXHEZERAENERTERFSHFLH <. ZREALLAR T #{EF 8 K&
NARSHBRAR , BRZRER , tREZLEE. BFEE  FEREREREN
HF BB IR SEI R AR R 8 Thee,

4. Individuals must swipe their School ID at a card reader each time they enter
restricted space (i.e., if a card reader is present).
R ANREZXER (ERFRFREL ) , FFRASTAERFSR LB,

5. Lost or stolen School IDs should be reported immediately to the Public Safety

Office so that it may be deactivated. A fee (RMB 250) will be charged for replacing
a School ID.



10.

11.

12.

EREFERFEE , NIEEAHRZLHANETRENEFA. ERREFFKRE
250 TARTHIFEA,

Individuals who have forgotten or misplaced their School ID must register at the
Building Entrance by security guards checking identity and request a Temporary

ID with basic access from Main Reception at the lobby A separate Temporary ID
will be issued each day.

ERERERREFR , IFEFOEREAQLBLZRARBINESHERIS , H1E
FERATHELDTEEREANRNIER . SREREAR—KIXERNIEET <,
Individuals who have requested a Temporary ID on three separate days AND have

not used their School ID since the first request will have their School ID
permanently deactivated.

E¥RREFNEFAREHFEEN=XRNEHNEFIRNF , EEE—RBERE
HAEAZTEREF , MWEREFFFKRA KK,

Displaying a School ID may be required at specific locations within the School
buildings and/or at specified times as determined by School Public Safety Office.

REFHFARIBEERELARZE D LNEMAENZR AERN G E #H RR/HE
1 E B HRRE R

Practice rooms also utilize a centralized access control system as part of the
reservation process. Students and faculty who reserve a practice room must
swipe their School ID at the card reader located on the door of each room in order

to gain access to the room. Note that Stickers and Temporary IDs will not facilitate
access to practice rooms.

BREMARE , IGEEHHERIERGEFEHIANNR, MAEENZFE
BRBMEESEBENLRFRLBRE RS ATHAHRE, HIEE , MAMNE
FREWBOOE AL E,

School IDs are for the exclusive use of the individual to whom it was issued.

Individuals are never permitted to lend their School IDs to anyone, or to use their
ID to facilitate access for anyone other than the legitimate ID holder.

REFNAHRKEFEFARAEA . TMATESHEREFESLEMEA , IEAER
ERHABREZEREFEFF AUANEAAGREZRREEF,
Any School ID that has been inactive for one year will be permanently deactivated.

Exceptions may be allowed for an unspecified period if the ID holder’s department
supports this individual maintaining ongoing access privileges.

EREFERA—F , WFXRkAELN. EREFHFFAFMEBIIZBHEREEFLELRN
B, MiZFEFATERBEHRAREZN D,
Once a School ID has been issued it must be returned to the School at the

conclusion of the contract or when access privileges are no longer required,
whichever comes first.

—BERRBREF , XAESRIBPNITIBEFEZT RSN (AERETNH )

FH BEEFB.
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Access to and Within the School Buildings for Visitors and Guests

BEBRZERAREABEXE

School welcomes individuals who have a legitimate reason for being in the School
buildings and whose visit is sponsored by a current faculty member or member of
staff. However, such persons do not have unescorted access privileges inside the
buildings. Individuals not enrolled as students or who are not current faculty or staffs
can only obtain a Authorized Visitor Card with basic access of School building with the
twofold of prerequisites for obtaining a School ID for individuals not enrolled as
students or who are not current faculty or staffs are twofold:

FHRIDAESEHFIAZBREAEAEERBRTIHITHRARZFTHITSUBN A
BR , ERARTBETLTARRNIBRIAE, EEMFESFERBINA TNERF
BEZEMIRNRRNIEEF , RERNBEFEFHERZHEERD

1. The requirement for unescorted access must be approved by Head of relevant
business department (Director or above)

RIMBEMERWFZIIEE (BERA L) #tE,

2. The individual may be required to pass a School or School-equivalent
background investigation based on the assessed security risk to the School ,
and sign the Authorized Visitor Card Application Commitment.
BREH#RIIEZERZEXK  PARFTEIZEXFERAFRAIERABE, ¥
LE (BN HhEFHRBERED)

The following are the access requirements for visitors and guests without School IDs
as well as the responsibilities of their hosts:

RTAZREREEFLRERREFSEFTRERE :

1. Visitors and guests must be applied and approved by their School host prior to

their entering the buildings. An on-line Visitor System is accessible via Wechat,
and/or Website. Registration is also possible in person at School Main
Reception in the lobby.

PEERAREZAZFBE FHRZFERITREHFRGIE, TELHER
FER/EMMEELBERS , HAI EA R ZRAT EEFLZIE,

2. Upon registration, visitors and guests will receive a Sticker that is only valid on

the day it is issued. If the same visitor or guest requires entrance to the
buildings on a different day they must re-register as a visitor.

Zice , TERFRE —KREABRIRERHMLE, EE-—HEERES —
RBEAKRE , MBHEHFEFCHNEE.



Vil

3. Visitors and guests do not have unescorted access privileges in the School

buildings. Therefore, they should be escorted by an individual who possesses
such privileges at all times when inside the School buildings. At a minimum,
hosts should know the whereabouts and activities of their visitors and guests
at all times such individuals are in the School buildings. Hosts are responsible
for the behavior of their visitors and guests at all times.

BEEREATER T AR E4HR. Fitt , ENALEREENREAN
AR TH#HITHR, BEFEEDNNZT @KEEERERNRLEMPIELT
. EEEXNRBETARN

4, Any visitor, guest or performance patron who behaves inappropriately is

subject to immediate expulsion from the School buildings. Depending on the
nature of their behavior, unruly individuals may be prohibited from entering
the School buildings in perpetuity.

FEABFTHTHANGE , ERIEHSEMAR AR & TR BIRIKE H A%,
BREFEITHMER , TEFHERAE S T REBKAFE IR AR,

Access to and Within the School Buildings for Contractors and Vendors

AR AR T R KR R AR X i

School employs companies and individuals to perform contracted work within the
buildings who are not employees of the School. Such individuals do not have
unescorted access privileges unless so requested by a School sponsor based on a
legitimate business requirement. The following are the access requirements for
contractors:

FHREAIEARVARNMAERBENRITRES I, RERBESAARESEZLFE
REHERN , BNLRARTEBL AR ER TR AESFN. REBEEAERIT

1. Companies or individuals under contract with School and who require

temporary access to the buildings should be registered as a visitor and will be
issued a Sticker. As noted above, a separate Sticker is required for each day
access to the School buildings is required.

EZEZITSRNQAHMANFGTHARE , MNRENHE , HRHIRE
—KMEK. LR , MBREFHARNE , ISREFE—KEIHNWEER.

2. Contract personnel with Sticker must be escorted at all times while inside the

School buildings. The department sponsoring the contractor is responsible for
the contractor’s compliance with the Policy while that contractor is inside the
School buildings.

BAEBEANAREREARRNLITBLEARR 2, EHEHTERAZEARN ,
ACHESFHIINERE,

3. If unescorted access to the School buildings is required by a contractor or

vendor, the contractor’s sponsor at School should request that the relevant



individuals be issued a School ID and specify the duration unescorted buildings
access is required.

EACOEHRUHNEERETLTABENEAKRE , WEEFENERBEXAR
RBREF , UL BT RE 15 R) & 15 7 KPR FE Ed E

4, All individuals should pass a School-equivalent background investigation

before a School ID is issued absent compelling or exigent circumstances that
preclude such an investigation. Exceptions to this policy should be coordinated
with Human Resources.

FIENABEREEZRRARE S HIEHN , ENBELSERESFRIERBE ,
FAEERLERTHRFENZTEHESBER. WEHI , READFREBRHIT
s

5. Once a School ID has been issued it must be returned to the School at the

conclusion of the contract or when access privileges are no longer required,
whichever comes first.

—BREERABNREF , MAAESEZRNRTEFZTRSRET (K
ERETNA ) FEEBEEEF.

Reporting Sexual Misconduct and Other Violent Crimes

BEFHMETHREMR DL

Anyone who witnesses a crime or is a victim of a crime should immediately call (022)
66336498, which alerts the Public Safety Office. Victims of violent crime are also
encouraged to report such incidents to the Office of Student Affairs and/or the Public
Safety Office. The School will provide counseling services and administrative support
whenever it is warranted and possible.

FAMEHELRERRANILREZEEEEN AL IT (022 ) 66336498 BRRLNHZ £/
NE, BIMNEBEMENLRZEEFRAZFEESHAEN/RORALZL D AETREMREKSE
. ZHRNELEMAENER TREZRRSMITB R,

Individuals reporting instances of sexual misconduct, e.g., sexual assault, intimate

partner violence, please refer to Sexual Misconduct Policy of the Office of Student
Affair.

FRAHETANDA , NERE., FEBEHFBRITHE  FSEXEEFSILET
ST HEER,

Crimes on campus are reported to the Public Safety Office at the request of the
complainant and/or as required by law. Senior School administrators are kept
apprised of any criminal activity on campus. In specific cases, the School
administration will file a criminal complaint with the local competent authority.

RERNBNILRTAREIERAN/BEERER , O/HRE2DLERSE. ZRESREE
ARFERZ T EBRERNEFALREES. BEHERRT , RGOS EESREE
FIEFA,



Xl

The School investigates any reported instances of illegal drug activity on campus

Z R AMEMR LB IEREREREIEITRE,

Response to Audible/Visible Alarms and Emergency Drills

HIFE R BRR R SRR E RN I8

All individuals in the School buildings must respond to fire alarms and other audible
or visible signals when such alarms are activated. Immediately following alarm
activation, individuals should exit the buildings and follow the instructions of
members of School Public Safety office, Security officer fire/security wardens and/or
any announcements made via the Public Address system and/or electronic bulletin
boards. Fire and emergency drills are conducted periodically and all individuals who
are in the School buildings during those drills must participate.

HREMEMTEHRARESEIEN , REAEAREARSAT U@, BRBEE
AN ARNMEEF AL , HERFRAARLDPLERR. TRAR., HH/REEER
MIERN/FEEI LN HT BREN/RBFLERRBENEALE. HH NSRS EHH®
17, B EARERBARSTIS N,

Recommended Response to Violent Intruders

BT RN ARE KA E 15 e

Although instances of violence at colleges and universities are relatively rare, School
must allow for the possibility that an armed individual could enter the School
buildings. In such circumstances, the following is the appropriate protocol in order of
the optimal response:

SRESRRENRIZHEXNRY , BZRLAERIBNEARRAZRN TR, &£
HRERT , LT REUSERNIRF

1. Exit the buildings by the safest and quickest route possible, and call (022)
66336498 as soon as you believe it is safe to do so.

RUgEBEIRES. BRBEAEIT AR , AELUANZTE2NBER TRRIKIT (022)
66336498,

2. If exiting the buildings is not possible for safety reasons, take refuge, preferably
in a room that can be locked. If the room cannot be locked, use furniture to
act as a barricade. Keep a low profile (e.g., switch your mobile device to silent
mode) and dial (022) 66336498 when you believe it is safe to do so. Report
your name, status, location and other information to the 1-1-0 operator as
requested. Try to remain calm.

WHTZEFRRTEBEFTAE , BRTEE  KEFREAULHNERESRE, W
FEAELS , MFREFENRE, RIFERA (S0, SBHRJVRIBFEN )



Xil

X1

HELIANNLLHER TIKIT (022 ) 66336498, IRER[ME 1-1-0 L AR EEM
maE, RS, NENMEMER , AREREFHH,

Performance and Recital Security

BEHMMELRSE

School hosts hundreds of performances and recitals each year in designated venues
throughout the School buildings. Each of these venues poses unique security
challenges since many of the performances are open to the public and provide
opportunities for unauthorized access to many areas of the School buildings.
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Special security procedures may be invoked for performances depending on risk
factors such as the size of the audience, the venue, and/or if tickets are required. For
example, bags and coats are subject to inspection at all major performances. In
addition, the School deploys additional security officers for specific events. Additional
security controls may be deployed as required. These security controls are intended
to deter specific threats and have been implemented based on the assessed risk to
School.
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In addition, School security officer and/or ushers are used to direct attendees to and
from the lobby along prescribed routes within the buildings. An individual attending
a performance or recital who does not possess a School ID and is not accompanied
by a School host is not permitted in areas of the buildings other than the relevant
performance or recital venue. If such individuals are found in areas other than the
designated performance venue he or she may be required to immediately leave the
School buildings.
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Pre-College and Public Education Security
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Pre-College and Public Education require specific security controls based on the risks
presented by a significant number of minors in the School buildings. Security policy
requirements for Pre-College and Public Education are delineated in the Pre-College
and Public Education Handbook that is available from the Office of Pre-College and
Education Development.
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Security Awareness
ZE£EIR

Community awareness of current threats and an understanding of the security
controls used to address those threats are important components of any security risk
management strategy. All members of the School community should familiarize
themselves with the most significant threats of concern around campus and in the
city as well as be aware of their immediate surroundings at all times. In addition,
students, faculty and staff are encouraged to learn about the security controls in use at
School.
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The Public Safety Office periodically sponsors security training on topical issues either via
Web-based learning sessions or in-person discussions. Topics and training frequency
are based on the specific issue at hand, an assessment of the current threats and risk
to the School community and available resources. As always, any security question or
concern should be directed to the Public Safety Office representative.
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